
(A1)LSA staff 
developed a 
spreadsheet 
for roles and 
definitions.

(A1)A lot of 
people on 

campus are 
frustrated with

OARS

(A1)Access 
request is 

sometimes it's not
as straightforward

as preferred

(A1)Unit liaisons
are not sure 

that they should
be determining 
who has access.

(A1)Administrator 
sometimes didn't 
really understand 
what what other 

staff needed

(A1)Administrator 
feel overwhelming

trying to work 
through OARS 
approvals and 

inquiries

(A3)OARS is a way 
for administrator 

to be able to 
quickly and easily 

look up

(A3)Administra
tor thinks 

some roles 
don't have role

description

(A3)It was a bit of 
technical difficulty to

know if somebody 
could get access to a
certain role because 
they don't have the 
secondary security

(A3)Administrator
s need a reminder

of the deadline 
for an employee's 
training session.

(A3)Usually, 
administrators 

wait for ITS's help 
will not be beyond

10 minutes.

(A3)Administrat
ors hope that 

role description 
can have an 

access button

(I2)The ITS staff 
would only 

approve requests 
come from 
expected 

individuals.

(I2)The ITS staff 
and the member 
ensure the daily 
operation and 

infrastructure of 
the system

(I2)The ITS staff do 
not manage with 

what the staff need 
to request or what 
training is involved 

in that role.

(I2)Only have one 
role for DUO 

system, so not 
many confusion 

reported.

(I2)The ITS staff 
would talk to the 
supervisor before 
approving access 

to anyone.

(I2)The ITS staff 
would check on 
M-​community to

see what the 
person is doing.

(I2)People for now 
could have 

confusion if where a
department changes

a job role and gets 
rid of it all together.

(I3)An user may 
encounter 5 

functions in an 
application 

pathway

(I3)Secondary 
security is to stop 

users from 
applying for 

unrelated access

(A4)Administrator 
get a lot of calls 
from staff about 

how to access 
certain reports 
about teaching 

evaluation

(A4)Administra
tor determine 

if give requests
based on job 

title

(A4)Administrator 
determine if give 
reqests through 

search on M-​
community to get 

job title.

(A4)The 
administrator could 
view what roles the 

staff have to check if
they have the right 

access.

(A4)Could use an 
improvement on 
temporary access 
to a certain role.

(A4) A4 also is not 
sure  if she being 
able to see all the 

roles is because she 
has a lot of accesses

in general

(A4) Administr
ators can go 
through the 

whole request

(I1)ITS noticed 
that the role 

descriptions are 
old fashion and 

out-​of-​date

(I1)ITS indicates that 
when users 
encounter a 

problem, they will 
first turn to the unit 

liaison for help

(I1)ITS indicates that 
only when the unit 

liaison can not solve 
the problem as well 
will they forward the
user's problems to 

ITS

(I1)ITS admites that the 
helper information of 
the keyword search 

feature is poor in 
design and layout, 
which is not very 

helpful

(I1)ITS thinks that 
perhapes the 

users can find out
their role by 

pocking around in
the system

(I1)ITS has all 
knowledge 

regarding "second
level security" 

features

(I1)A typical ITS 
member may 

receive up to 20 
OARS request 

each week

(A2)The roles 
which need 

approval are not
showing on the 

main layer.

(A2)Unit liaison
has access to 
every pending 

thing

(A2)Administrator
s sometimes 
approve role 

requests based 
on their trust to 
the requestor

(A2)Some 
roles don't 

have a 
checkbox

(A2)Some 
administrators 

thinks the OARS 
role description 
are not obvious

(A2)Administrators 
can copy all roles 
from departing 

employees but can 
not pick and choose 

roles.

(A2)Some 
employees have 

20-30 roles 
associated with 

the work that they
need to do

It's common to 
copy other 

people's roles, but
the results are 
unsatisfactory.

Users offer 
potential 

solutions for the 
issue of not being 

able to find the 
role.

Interviewees 
mentioned 

about the user
support 

problem.

Users are 
unclear on 

how to utilize 
secondary 
security.

Staff prefer to 
let 

administrator to
submit requests
on their behalf.

There are 
problems with 

the OARS 
interface.

System 
error and 
bugs are 

presented.

(A1)It would be great
if all roles showed 

up in OARS could be
readily populated 

for specific job title 
like graduate 
coordinotor

(A1)The biggest cause 
of problems is people 

don't understand when
to use the secondary 
security and how to 

use it, how to select it.

(A4)The 
administrator 
would request 
access on the 
staff's behalf.

(A1)A workaround 
when staff can't find
a role is to copy the 
roles from someone

else who has a 
similar job

(A1)Inability to 
find the roles 
happens on a 

daily basis

Detailed 
Interaction 
actions are 

needed in the 
process.

There are 
different types of 
jobs involve in the
access requesting 

and approving 
process.

(I2)The ITS staff 
member is talking 

about an automated
solution, which 
assign roles to 

people autonatically.

(A2)Sometimes
administrators

need copy 
roles manually

(I3)There is a 
team on ITS 

who own the 
OARS system

(A4)A4 doesn't 
pay attention 
to things that 
she can't do 

anything with

(I3)Different ITS 
teams are in 

charge of 
different aspect of
the OARS system

There are 
trainings 

available for
new roles.

(A4) A4's office
offered some 

in person 
training

(A4)Training classes 
are in the system, 

when someone hits 
start or register it 

would send an email
to the people in A4's

team

(A4)A4's office 
gathers to 

schedule a time 
to do in-​person 

training

(I1)ITS is 
automatically 

assigning certain 
"second level 

security" features 
appropriate for each

applicants

(A4)Big 
improvement on 

telling people where
and when is the 
place to ask for 

secondary security.

(A4)Administrators 
can see every role a 

person has, and 
assume it applies for

everyone with a 
Umich log in

(A4)The 
admistrator also 

provides 
consulting advice 
on data requests 

as well.

(I3)Each 
department has 
its own UL and 

each UL has 
different 

functionalities

(A4)Administra
tor currently 
works as a 
register in 

central office.

(A4)If not sure, the 
administrtor would 

talk to the unit 
liaison or supervisor

to check what the 
staff needs to do,

(A4)Secondary 
security is added to 
make sure the right 

people have the 
right access 
(department 

security)

(A4)A lot of times, 
people would 
simply ask the 

supervisor to get 
access for them.

(A1)Even experienced 
users sometimes 

struggle to figure out 
how to help other staff 
member regarding the 
problem of secondary 

security

(A1)The training 
for unit liaisons 
doesn't really 

give them much 
guidance

(A3)Administrator 
needs to evaluate 

whether or not why 
someone might 

need to have access 
to various parts of 

the system

(A1)Unit liaisons have a 
lot of discretion over 

whether to grant staff 
access or restrict it, and
they might or might not

be in the right.

(I2)Improvements 
on the workflow, 

like more drag 
and drop.

(I2)The ITS member 
only takes the 

responsibility of a 
certain part of the 

OARS system 
approving.

(A4)If cannot figure 
out why staff cannot
get things done, the 
administrtor would 

look into what 
others (with similar 

title) have.

(I3)Applicants 
can start taking 
classes with or 

without 
approval

(A2)Sometimes 
the regristrar's 
office wouldn't 
know why the 
Stamps school 
needs access

It is not always
convenient to 

withdraw 
unnecessary 

roles.

(A4)The 
administrator do not

have the access to 
withdraw the the 
access approved, 

and need to contact 
ITS for that.

(A1)Sometimes it isn't 
appropriate for staff to 
keep their current roles 

when a job is redesigned 
because they are granting 
access to resources they 
don't actually need any 

longer.

(A2)A2 gets access
to every pending 
thing that ITS has, 
but A2 thinks it is 

unnecessary

Interviewees 
have 

comments on 
the pending 

process.

(I2)The 
description could 
be improved by 

adding the 
relationship  with 

other roles.

(A4)For department 
primary approval, 
administrators can 

see what people are 
seeking for approval

(I2)The ITS 
staff did not 

notice there is 
a role 

description.

(I2)Instead of having
to enter a lot of 

information there, 
there's just a better 
user experience that
could develop with a

new application.

(I2)The ITS staff 
also manages the 
connection to the 

training 
management 

system.

(A1)People want 
to be able to do 

something in the 
system, but they 
don't know what 

to ask for

There is a lack 
of information 

in OARS system 
to guide the 

users.

(A2)In the system, 
it is difficult to ask

for acess that is 
just for a specific 

college

(I1)Required 
training for a 

certain role takes 
place after 

applying for a 
certain role

(A1)Lsa has a 
spreadsheet for 
OARS roles and 

definitions but the 
rest of the 

University doesn't 
have access to it

(A1)LSA staff often
uses the 

spreadsheet to 
decide whether 

approve a request
or not

(A1)It would be helpful 
to indicate the typical 

set of roles that 
somebody might need 

using resources like 
spreadsheet or 
documentation

(I2)The ITS staff 
would only 

approve access 
sending by the 

supervisor's 
behalf.

(A1)The system 
doesn't respond
in the way that 
administrative 
staff expected.

(A4)When 
administrators don't

have access to 
approve anything, 

they sometimes still 
can view them

(A1)Helping staff 
is hard sometimes
because the staff 
don't really know 
what to ask for

(A3)Administrators 
think someone who 
has the role should 
be the person who 
really understands 

all this role's 
information

(A1)There are many 
different options on 
the OARS support 

page, but it doesn't tell 
users anything about 
when they would use 

these options

(A1)The OARS 
support page gives 

users some sense of
what they're 

supposed to do, but 
it really needs to be 

more in depth

Users have contradictory 
opinions on OARS interface: 
some think it's useful while 

others spot problems.

Users run into issues with 
user support, user training, 
and user experience, and 

they struggle to solve them.

(A1)LSA spreadsheet
is only for parts of 
the database that 
are pertaining to 

student records like 
transcripts.

(A4)Users can 
remove access by 

clicking onto 
unchecking and 
categorizing it to 

removal

New employees 
will encounter 
problem when 
using the OARS 
system for the 

first time.

(I1)ITS thinks 
that new users 
have no idea of 
how to use the 
OARS system

(I1)ITS implies that
probably the new 
staffs need to be 
promp with tips 

and tricks of using
the OARS system

The role 
description 

interface is not
obvious and 
hard to use.

(A1)The secondary
security menu 

didn't pop up like 
it usually does

Secondary 
security is a 

feature for data 
access at the 
departmental 

level.

(A3)It would be 
more challenging 

for a new 
employee to find 

a certain role

There are the 
functions a 

desired OARS 
should 
include.

(I1)To approve 
roles, you 

need to access
the "admin

area" of OARS

(I1)To apply 
roles, you need 

to access the 
"requesting 

area" of OARS

(A3) A3 is the unit 
liaison that 

oversees student 
administration 
access OARS

Interviewee 
has provided 
information 

about their job
roles.

(A2)A2 reviews
and approves 
student admin

panels

(I2)The ITS staff 
would only approve 

access for most 
times instead of 

submitting requests 
for staff.

(A4)The 
administrator also 

help researchers or 
other departments 
to get their data for 

reports

(I3)People who 
create the roles 

and the software 
design groups are

not the same

(I3)ITS doubt 
whether users are
paying attention 

to the role 
descriptions

(I1)ITS is not 
sure how 
users are 

using OARS

(I1)ITS assumes 
utilizing the 

keyword search 
feature is what a 

regular user 
would do

(I1)ITS is not 
sure if the 

keyword search 
feature is easy 

for users to use

(I1)ITS 
members are 
hardly ever a 
user of the 

OARS system

Interviewee 
has identified 
problem with 
ITS  neglecting 

user needs.

(I1)Last two years 
were 

accompanied with
lots of changes 
and turn-​overs

(I1)Last 
two years 
were hard

The system is 
under the 

influence of 
pandemic and 

school year cycle.

(A2)There is work 
that A2 needs to 

do now which 
they didn't do 

before the 
pandemic

(I2)The ITS staff 
would get most 
request in the 
begining of the 

semester.

(A3)Role 
descriptions have 
been developed 
and refined over 

time.

(I1)ITS believes 
that rewriting the 
role description is 
not a high priority 

job to do

(A2)OARS now 
has add more 

content to 
describe each 

role

There is no 
need to 

update the 
role 

description.

(A4)The 
Description
for the role 
is helpful

People are 
hesitant to 

grant 
requests.

(I3)ITS M-​passway 
team is in charge 
of writing the role 

descriptions in 
OARS

The reason 
administrators

decide to   
approve a 
request.

(S1)The email 
that notified S1 
of the request 

does not tell S1 
what OARS is

(S1)Some trainings 
are confusing 

becuase they didn't 
seem relevant to 

ther role

(S1)S1's supervisor 
had trouble finding 
the exact role for 

S1,  then ITS 
rejected S1's 

request

(S1)After having 
roles for three 

weeks, S1 still is 
not sure how to 

navigate through 
the OARS system

(S1)The access 
request process 

was not well 
explained to S1 

when S1 first 
started

(S1)The email with 
the request does 
not link directly to 

the training, instead 
user needs to 
search for it

(A3)It's good for 
administrators to 
pick and choose 

what they need to
select.

(A3)Administrators said
they got trained before 

they got access, but 
now it's inverse. New 
employees get access 

first and then take part 
in the training.

(A3)New 
employees will 

ask administrator 
to permit them to 

specific roles

(A3)Administrator 
thinks it would be 
nice if copying role 

from departing 
employees is 

possible

(A3)There is 
no record of
employees' 
job history

(A2)Once 
someone 

leaves, roles 
can't be looked 
up historically

(A4)Somtimes it 
is inappropriate 

to give all the 
old access to 

the new people.

(A2)Manual nature of 
when you have 

someone leaving and 
new coming in, the 
system limits you to 

only copying roles of a 
current employee

Previous 
employee's 
roles cannot
be accessed.

(A1)Descriptions 
could be expanded 

to have more 
examples of what 
these roles allow 
somebody to do.

The role 
description is
not detailed 
and clear.

(A1)Sometimes
terms in 

descriptions 
are arbitrary 
and unclear

(A1)The 
descriptions 

are not 
detailed 
enough.

(A1)The role 
description 

contains very 
minimal 

information

(A2)Some roles
need special 
phrase for 

access request

(A1)There's no 
enough examples 

and real world 
applications for 

role descriptions.

There are steps 
before make the

decision to 
approve the 

requests.

(I3)Some ITS 
members are 
not as familiar 

as UL 
members

Communication 
with ITS staff 

can sometimes 
be frustrating.

(A1)One 
communication with

ITS is frustrating, 
because ITS told A1 

to do something 
that A1 wasn't able 

to

(A1)Sometimes 
the 

communication is 
smooth and other

times it's very 
back and forth.

(A1)Sometimes 
ITS staff don't 

understand the 
problem because 

they're very 
technical.

(I3)Only one ITS 
team is in charge 

of connecting with
users and solving 

their problems

(A1)Administrator 
and ITS members 

are each not 
understanding 

what the issue is

(A1)ITS staff 
don't always 

understand how
other staff use 

the roles

Some 
employees 
have a lot 
of roles.

(A3)Administrator
s think it's hard 

for them to make 
sure they don't 

miss something.

(A2)A2 goes to the 
OARS system to do 
other work, she will 
see the number of 
requests that she 
needs to approve

There is a user 
support process

for users that 
run into any 

issues.

(I3)ITS believes 
that the system is 

working pretty 
well according to 

its original design.

(I1)ITS believes that 
the keyword search 
approach of locating

a role with certain 
functionality is 

helpful for the users

(I1)ITS members 
are a bit biased 

when considering 
flaws of the OARS 

system

People think 
that the 

system is good
and useful.

(I1)ITS believes
that standard 
way of using 
OARS seems 

to exist

(I3)ITS 
members can 

use OARS 
system pretty 

well

(I2)Not so much 
confusion for staff on 

what to request, 
becuase for the system

we reponsible for, all 
tasks are 

straightforwards.

Some users 
believe that 

they are 
familiar with 
the system.

(A4)The 
administrator 
is very familiar 
with system.

(I2)The ITS 
staff is very 
familiar with

the OARS.

(I1)ITS has 30 
years of 

experience in 
student access 

request systems

Multiple 
departments 
are involve in 
the training 

process.

(A3)It is confused 
when there are two 

employees who 
have the same first 
name to approve a 

role request or 
assign a role

(A2)Some 
administrators need

to relearn how to 
use OARS if they 
have had a long 

time not using the 
OARS

(I1)Late summer is
the most busy 

time for ITS when 
lots of 

applications run 
in

(I2)The ITS staff is 
aware of the 

problem in other 
sectors, like HR 
system and our 

student systems and
our financial system.

Required and 
recommended
trainings were  

not clearly 
stated.

(A1)One key reason 
that staff cannot 

find the roles is that 
there's not enough 

information for 
them to make a 
good decision

Interviewee has 
provided 

suggestions for 
description 

improvements.

(I2)A lot of people 
are confused 

about what role 
especially in M 

pathways.

(S1)S1 is a student 
service coordinator 
and completely new 

to the Umich with 
no experience with 
OARS and found it 

confusing

(S1)Any recommended 
and required training 

would be displayed on 
the OARS page for her, 

but the "requested" 
status was confusing

LSA has an 
unofficial 

spreadsheet 
which is helpful 
to find a role.

(I3)Some 
information can 

not be shared due
to confidential 

reasons

(I1)Certain help 
documents are 

only shared 
within the ITS 

office

Some roles 
contain 

confidential 
information.

(I2)The ITS staff 
do not want the 
same people to 

send request and 
need that request.

(A4)Determine if 
give access based 
on sensitivity, and
if resonable based
on their job titles.

(A4)The system 
has improved in 
terms of being 

able to see what 
roles others have

(I1)ITS 
thinks 

OARS is a 
New tool

(I1)ITS directly 
copies role 

description from a
software that was 

designed in 
around 2000

OARS has 
undergone 
significant 

advancements 
in recent years.

(A2)The 
university has 

changed 
where they 

present data

(A3)OARS has 
developed over the 
years to be a nice 

tool for 
administrator to see
what people have.

(I2)They(staff) 
know how to 

go in and 
request that 

particular role

(A4)Whether a job
makes sense or 

not is in the back 
of administrators' 
mind, there is no 

manual

(A1)Staff 
sometime 

weren't really 
sure about what

they needed

(A3)Administrator
s think it would be

kind of nice if 
there were a 

cloning feature.

(A4)Administrator 
not familiar with 

multiple requests, 
but do get 

inappropriate 
requests sometimes

(I1)Users does 
not need to 
know about 

"second level 
security" feature

(I3)An ITS 
member may 

update the 
system 2-3 

times a week

(I3)ITS may or may
not still have 

connection with 
the original OARS 

design team

(I1)ITS does not 
know information 
of the designers 

of the OARS 
system

(I1)ITS does not 
maintain a 

partnership or 
connection with the 

original OARS 
desiging team any 

more

(I3)certain ITS 
members are 
on the OARS 

original design
team

The current ITS 
members do not 

have a 
comprehensive 
understanding 

about the previous 
system.

(I1)ITS members
help applicants 
mainly base on 

their past 
experience

Users find the 
role solely 

based on past 
experience.

(A4)Not sure 
about which role 
to ask, ask others 
who have similar 

jobs

(A3)Administrat
or can find the 

specific role 
based on their 

past experience

(A1)Administrator f 
don't felt confident 

in making a 
judgment about 

giving approval for 
unfamiliar roles

Administrator  is
overwhelmed in
the process of 

approving a 
request.

(I2)The service 
owner have 

everything in mind 
about what kind of 

function 
corresponds to what

roles.

The 
integration of 

OARS with 
other systems 
is insufficient.

(A4)For 
improvement, when 
A4 was clicks onto 

the job, A4 expects it
to be taken to the 
course (training)

(I2)Could have 
better 

integration 
with other 
systems.

(I2)It would be better to
provide clear 

information on 
connection on differnt 
applications if people 

need to sitwch 
between them.

(S1)All trainings 
are hosted on 
My Linc, which 

is another 
system

(S1)S1 learned about
My Link through the 

word of mouth, 
there was no direct 
link on the notice 

email

(A2)Roles 
needed to be 
very specific 

when someone 
is request

(I1)ITS members 
do not typically 

rely on other 
documents when 
helping applicants

(A3)Administrator 
knows how to assign
roles based on their 
past experience and

development 
knowledge

(S1)It seems very 
confusing even for 

supervisors who has
been working for 

the university for a 
very long time

(A4)There are two 
people in the 

office of register 
to approve 
requests

Numerous people 
have daily issues 

with OARS, 
indicating that the 

scope of the 
problem is 
significant.

(A4)When A4 
needs access to 
a new role, A4 
checks the box 
and submits it

(A1)Unit liaisons feel
like ITS should give 
them some more 
information about 

who they think 
should have roles

(A2)Pending 
training, A2 also 
sees the people 

who are not from 
the Stamps school

(I1)ITS thinks that 
the role names 

are based on the 
functionality 

contained in the 
role

(I2)"What would be kind of 
cool is, if I could go into 

OARS and I could click an in
office, out of office, and so 

when I click out of office 
request goes to the other 
approvers with some note 

that says your primary 
approver is out."

(A3)One of the 
administrators 
thinks all the 

technical issues 
had solved by ITS

(A1)There is no 
good 

documentation 
for OARS

Users have 
other concerns

about the 
access request

process.

Interviewees 
have personal 

opinions 
towards the 

issue.

Existing role 
names can be 
improved to 

better explain the 
role's 

functionality.

(I3)ITS believes
that the role 

names are not 
necessarily the

best ones

(I3)ITS believes
that role name

could be 
improved

(A1)The title of 
the role doesn't 
give users a very

good 
explanation

The user experience with
OARS is unsatisfactory, 

particularly for new 
users.

The process of 
approving access is not

standard and 
straightforward.

(I1)ITS help out by 
hearing what 

functionality the 
users need and then

direct them to the 
corresponding role

(I1)ITS will send 
recommendational 
feedback to users 

whoes application is 
problematic

ITS helps users
with accessing 
and navigating

through the 
OARS system.

(A1)If 
administrator 

have questions 
about OARS, they 

just ask ITS for 
guidance

(I3)If users have 
further questions 

they will be assigned
to a security analyst 

for more detailed 
problem solving

(I3)ITS meet with 
UL members each

week, business 
and techinical 

issues are 
communicated

(I3)ITS Security 
Analysts are 

supposed to help 
user request 
certain roles

(I1)ITS will always 
make sure that 

roles applied for a
staff is 

appropriate for 
the staff's job

Users report problems 
and solutions related 
to finding a specific 

role.

Secondary security is a 
feature that many 

people are unaware of 
when and how to use.

Users have opposing views 
on role description: Some 

think it's good, while others 
think it needs to improve.

The OARS system's design 
issues include a lack of 

information, poor system 
integration, and system error 

and bugs.

The training process for 
new employees held by 
multiple departments is 

not well explained.

Users have mixed feelings 
about OARS's user 

support: some think it's 
helpful, while others don't.

No official 
documentation on 

how to request roles.

(A2)Some 
administrators 

use OARS from a 
requesting an 

access, not from 
an approving side

(A4)The 
administrator 

use the system
to look up her 
own access.

Administrator 
suggests their 
day-​to-​day use

cases.

Administrator plays the
role of both requester 

and approver.

(A4)The 
administrator have a
list of sensitive roles 
-- those roles would 
take longer time to 

process.

It takes too 
long for the 
request to 

get approved.

(A1)Nothing will 
happen right 
away since 

there's a chain 
of approvals.

(I2)The requests are 
not real time, they 

need to stay 
overnight before the
approver could see 
the requests. (batch 

circle)

(A4)There is a 
helpline for staff to 

ask for help on what
to request for, and it
take 1-2 dats to get 

around.

(A4)For urgent 
requests, the system

does not allow 
immediate 

approving (it takes 
some time to send 
the pending email)

(A3)It sometimes takes 
too long for employers 
and employees to get a
solution to a problem 
with gaining someone 

access.

(A1)ITS staff can 
see the comments

submitted with 
the access 

request but that's 
not very efficient

Interviewees have a variety of
job titles and perspectives on 

OARS, including issues, 
improvements, and 

familiarity with the system.

Due to the lengthy process, 
numerous roles, confidentiality 

requirements, and chain of 
approval, it is challenging to get 

access approved.

(A2)The further 
down the 

system, the 
further approval
access you get

(I1)If the application 
is apporved by a 

careless unit liaison 
approver, it is ITS's 

job to deny the 
application request

Different levels
of approving 
are required 
for a request.

(A2)If there is any 
higher level 

approval that 
goes beyond her, 
it will get pushed 

up

(I1)For an 
application 

request, unit 
liaison will be the 

first approver

(I1)For an 
application 
request, ITS 

officers will be the
second approver

(A2)A2 ran into 
problem where A2 
needed to find a 
specific person in 

the central office for
the magic phrase

(I3)An unit liaison 
permission is 

necessary in an 
access request 

process

(A1)Instructions 
on the OARS 
support page 

don't always give 
a lot of detail

(A1)It would be 
helpful to be able to 

categorize the 
different kinds of 
staff roles that we 

have across the 
university

(A1)It would be nice 
if there's a hierarchy

for roles: one can 
see all individual 
roles but need to 

approve just once at
a higher level.

(I2)The automated
solution would 

also take care of 
the retired 

people.

Interviewees 
have general 

opinions about 
potential 

improvements.

(A3)Administrators 
think they need to 

deliver a great 
service to their 

employees to follow 
their training status

(A3)Administrat
or thinks that 

they need more 
people to do the

assign job

The context of 
the problem is 
complicated.

The number of
times to use 

OARS over the 
year is very 

limited.

(A4)The team 
is very 

established, so
asking new 

access is rare.

(I2)The ITS staff 
usually only have 

a few requests 
every week 

normally, like 3, 
and at most 10.

(A2)Some 
administrators only 
looking at OARS 10 

times a year and 
OARS spread out 
through the year

Email has a 
role in the 
requesting 

process.

(I2)The ITS staff 
would receive 
email notifing 

he has pending 
requeststs.

(A2) A2 will have
staff member to
email ITS if A2 

runs into 
problems

(A4)When 
administrators 
have questions, 

they assume 
people can email 
to find solution

(A4)Emailing 
can probably 

provide 
clarification

(S1)OARS request 
email got sent to S1 
within the first two 
days of the official 
start date since S1 

needed access 
almost immediately

Adding comments
and notes to the 
request makes 

approving easier.

(A4)Adding notes 
to request to 

explain why need 
this acccess could 
help the process.

(I2)The notes speed 
up the process of 

approving and make
sure people could 

get their work down.

(I2)The notes are 
very helpful for 
the ITS staff to 
undersand why 

somone need the 
access.

(A3)For a certain
position, all of 

that access 
should be the 

same

(A4)You have to 
look into what 
others have to 
know what the 
staff is missing.

(A4)The school 
kind of have a 

template for what
roles the work 

title should have.

(A4)The template 
for roles get 

messey when 
assigning new 

things to a new 
hire.

Inviting a 
template for 
roles under 

the same job 
title

(A2)When 
administrators have 
a new staff member 

starting and they 
need to ask for a 

bunch of different 
roles all at once

(A1)Staff with the 
same job title, e.g.

graduate 
coordinator, need 

the same roles

Numerous features, including
email, comments, templates, 

and working status, are 
available and can be added 

to the OARS system.

Users wants to 
have indication of 

the employee's 
working/current 

status.

(A3)It's hard for the 
administrator to 

remember the role 
request before the 

role requestor leave 
or move to another 

position.

(I2)There is not really 
an efficient way of 
telling the backup 

approver to approve 
the requests when the 

primary approver is 
unavailable

People find it difficult to 
approve requests due to their

heavy workloads and the 
complicated  approval 

process.

The OARS system is 
problematic and people 

have suggestion to 
improve it

Problems  have complicated 
context and various users 

have contributed their own 
perspectives.

Users have difficulty requesting 
access due to a lack of official 

documentation, confusion over 
secondary security, and difficulty

locating a specific role.

(A1)Supervisors 
submit requests

for new 
employees.

(S1)Email that S1's 
supervisor has 

created a request on
S1's behalf was sent 

to S1, but it didn't 
tell S1 a lot of detail

(A1)There're so 
many roles, and the 

information is so 
limited that the staff
are not always sure 

what to request a lot
of times.

(A4)For 
trainings, 

there might be
an email sent 
automatically


